#nopowertophishers

f




Security

Awareness Training

IT security only works as a
comprehensive concept. The major line
of defense is an enlightened employee.
In addition to the necessary technical
solutions, Network Box USA (NBUSA)
also offers security awareness training
for you, your clients and their
employees. Your clients can choose
between either a one-off simulated
phishing campaign or our awareness
package with ongoing campaigns,
reports, online training, and exams.
Awareness materials such as posters
and mouse pads support the effect as a
daily reminder in the workplace.

How

It Works

As a Managed Security Services Provider,
our key objective is to support our partners
and their clients in every possible way. We
see ourselves as one of your most trusted,
24/7/365 behind-the-scenes employees
who never takes a sick day or needs time
off. This mindset applies to every offering
within our suite of solutions including
security awareness training.
Comprehensive, timely, actionable AND
fully customizable, NBUSA security
awareness training packages are very
competitively priced with attractive margins.
You handle the sales (with full marketing
support from us), we handle the
implementation. And you determine the
extent of your day-to-day involvement.



Option: A
One-off Program

A client wanting to test their employees about
phishing? With the NBUSA Phishing Awareness
Training program, we help your client and their
employees become familiar with industry best
practices when it comes to handling emails.

Simulating realistic phishing emails, we create a
very focused “aftack” aimed at evaluating how
your client’'s employees respond. At the end of it,
your client will receive a report on click rates,
actions taken, and other valuable data to assist
them in taking appropriate next steps, for
instance, a targeted e-learning course (includes
multiple choice assessments) to further prepare
employees against future phishing attacks.

There are several levels of this program on offer
(clients can use existing templates or have one
tailored to their needs).

Option: Ongoing
Awareness Program

Success through repetition! Within the space of 12
months, NBUSA will create and deploy two different
phishing campaigns for your clients. This includes
campaign reporting, training modules, and tests on the
current threat situation, security at work, social
engineering, password protection, and other current
topics. The reports will also illustrate how the security
mindset of employees changes over time through this
program. Billed as a recurring fee on a month-to-month
basis, the model of this particular program alleviates
the need to focus solely on securing sales of individual
programs to generate a constant revenue stream.
There are no individualized emails but they can be
ordered as part of level 3 (see price table). DO NOT
UNDERSTAND THIS LAST PART.



Option: One-off Program

<10 <25 <50 <100 <250
employees employees employees employees employees*
. . 499.00 . .
Level 1 + 2 ** 199.00 399.00 899.00 1.499,00
79,00
K% !
Level 3 (one-off)
Training 19.00 (per employee)
2
Option: Ongoing Awareness Prog
<10 <25 <50 <100 <250
employees employees employees employees employees*
Per employee/month 2.20 2.00 1.80 1.60 1.40
199.00 399.00 499.00 899.00 1.499,00

Set-up fee (one-off)

* The services are offered for companies with up to 2,500 employees.

** Stage 1+2: Sending to email distributors and individual employees (two different emails from the existing template pool) Stage 3:

Sending an individually designed email according to client requirements (additional option)




No power to the
phishers! Apply for
security awareness
training for your end
customers now.

Enter contact details. Upload recipient list. Select the
campaign topic. Here we go!
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